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Data Collection Process
Savology’s technology and services require direct end-user interaction in order to create an account and collect the necessary information to build and maintain a financial plan. Personal and financial data are collected through the Savology web application via manual inputs provided by the end user.
Initially, data is self-reported by the user through Savology’s onboarding survey and account creation process. Data can then be updated by the user through the Financial Profile within their Savology account.
When creating an account, all users also consent to Savology’s Terms of Service (https://savology.com/terms-of-service) and Privacy Policy (https://savology.com/privacy-policy/).
Data Types
A certain amount of personal and financial data is required to provide a financial plan that is both personalized and valuable. Savology’s goal is to limit the amount of sensitive data collected to just what is needed to perform services properly. The details below explain the data we collect, the data we do NOT collect, and the type of data third parties may collect for optional services.
Data Savology collects
· Limited PII such as first name, age, zip code, email address, number of children, and household income
· Potentially sensitive/confidential information such as estimated account balances in financial accounts, details about assets and liabilities, whether or not they have certain insurances, and estate planning documents
A copy of Savology’s full list of survey questions can be provided upon request.
Data Savology does NOT collect
· Sensitive PII such as Date of Birth, Social Security Number, driver’s license number, financial or medical records, biometric data, or criminal history
· Protected Health Information (”PHI”)
· Potentially sensitive/confidential information such as credit card holder information, financial account credentials like unique usernames and passwords
Data for Third-Party Services
Some services available through the Savology platform are provided by third parties who may collect, transmit, and store other types of data in order to provide services. Savology does not collect, transmit, or store any data used by third parties, and third-party data is never stored on any Savology servers or in its databases.
Data Third Parties may collect
· Payment information such as credit card or bank account details
· Full Name, Birth Date, Address, & Social Security Number
· Login credentials such as usernames and passwords
· Financial Account numbers
Most third-party services are optional, and firms may choose to implement any of the optional user-enhanced services such as account aggregation and credit monitoring. You can review additional details about Savology’s third-party service providers on the Optional Third-party Services page.

